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1
Introduction
In SA2#129[1], the solution about access control for NPN was discussed the following note was captured in TR 23.734:
On top of Option #2, UAC framework can be leveraged to perform Proactive congestion control for scenario 2a) described above.

Either option can be supported based on configuration in the network thus it is optional for the network to leverage access control mechanism based on local policies.

In order to support UAC for NPN, Rel-15 approach can be reused for RRC_Idle and RRC_Inactive UEs.

Editor's note: The need to support UAC for NPN needs to be confirmed with SA1.
In SA1#84, there are contributions submitted[2][3][4] to SA1 in order to confirm the need to support UAC for NPN and SA1 has the following conclusions captured in chairman notes[5].
· SA1 has discussed the requirement of UAC for NPN. According to understanding for non-public network in SA1, NPN is a 5G system. Therefore all UAC requirements already specified for 5G system in TS 22.261 are applicable to NPN without explicit and separate requirements.  Thus the proposed CR in S1-183145 and S1-183155 are not pursued.
The above conclusion from SA1 has confirmed that the requirements of UAC to 5G system which defined in Rel-15 are fully applicable to NPN as NPN is also 5G system.  With such confirmation, we think there is no need to mark the need of UAC for NPN in editor note and thus we propose to remove it by the rapporteur.
2
Proposal
It is proposed to add to following text in TS 23.734.
* * * * Start Change * * * * 
6.5
Solution #5: Solution for Access Control

6.5.1
Description
This is a solution for Key Issue #1 in order to prevent Network access for cell re-selection and access control:

1)
For UE(s) that are unauthorized to access the Non-public network, following are the three levels of access control that the network can support in guard itself from access by unauthorized UE(s):

a)
Reject Registration request to prevent UE(s) from obtaining connectivity and services from its network as described in TS 23.501 [3].
b)
Ensure that unauthorized UE(s) are not selecting the cell in its network.

c)
Use access barring mechanism to ensure that the unauthorized UE(s) are not accessing the cell (i.e. RACH access) in its network.

2)
To prevent access due to network congestion/overload for authorized UE(s), network can support the following mechanisms in order to guard itself in case of congestion:
a)
Reactive congestion control: Perform AS/NAS congestion and overload control as described in TS 23.501 [3] to alleviate congestion.

b)
Proactive congestion control: In case of extreme congestion scenarios, use access barring mechanism to ensure that the unauthorized UE(s) are not even accessing the cell (i.e. RACH access) in its Non-public network to alleviate congestion.

In order to support 1b), 1c), 2b), it proposes the following solution options:

Option 1: Non-public network assigns a special access identity (as part of UAC framework) to its UE(s). Thus UE(s) assigned with regular access class (allowed in public PLMNs) that are not authorized to access Non-public network are not allowed to even initiate RACH access towards the Non-public Network.


Option 2: Non-public network bars access to UE(s) not configured with its network identifier by default. RAN should broadcast that access is barred for UE(s) not configured with its certain network identifier. Furthermore, RAN can broadcast cell-reserv-for-other-use to ensure that the unauthorized UE(s) (from public PLMN) are not accessing the Non-public network:

-
If the Non-public network is standalone with NPN-ID as described in solution #1, then the network can broadcast cell-reserv-for-other-use and NPN-ID to prevent access from UE(s) not authorized to access Non-public network. Network can also broadcast PLMN ID with MCC value set to 999 and 3GPP defined MNC value in order to prevent access from UE(s) not authorized to access Non-public network.

-
If the Non-public network is non-standalone with PLMN ID and CAG ID as described in solution #2, then the network can broadcast cell-reserv-for-other-use and CAG-ID to prevent access from UE(s) not authorized to access the CAG cell hosted by PLMN.


Thus, it allows access only for UE(s) that are authorized to access the non-public network.

On top of Option #2, UAC framework can be leveraged to perform Proactive congestion control for scenario 2a) described above.

Either option can be supported based on configuration in the network thus it is optional for the network to leverage access control mechanism based on local policies.

In order to support UAC for NPN, Rel-15 approach can be reused for RRC_Idle and RRC_Inactive UEs.



* * * * End Change * * * *
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